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Abstract 

The Internet of Things (IoT) being built into main power grids marks the start of a new era in smart energy 

management. This essay looks into how Internet of Things (IoT) technologies can help improve the way energy is 

distributed and used in important electricity systems. We look at the current state of smart energy management 

systems by reading a lot of books and finding gaps and problems that IoT solutions can help with. The study goes 

into detail about the technologies that make IoT possible, explaining how sensor networks, communication 

protocols, and data analytics are used for tracking and controlling things in real time. We look at the unique 

problems that come up when trying to manage energy in these important systems, focusing on core electricity 

networks. The paper shows case studies of successful IoT projects that show how they were used in the real 

world, what lessons were learned, and how problems were solved. Also, worries about privacy and security with 

IoT systems in the energy field are looked at, along with ways to lower the risks that might happen. Frameworks 

for regulations and policy concerns are talked about, with a focus on the need for supporting structures to make 

acceptance easier for everyone. Looking ahead, the paper talks about obstacles and trends that will happen in 

the future. This helps us understand how IoT is changing in smart energy management. This study helps us learn 

more about how IoT can change core electricity networks at a time when the energy sector is going through 

changes that have never been seen before. At the end of the outline, the main results are summed up, and it is 

emphasized how important this study is for shaping the future of safe and efficient energy management. 

 

1. INTRODUCTION 

Modernizing energy infrastructure is now necessary 

because the world's energy needs are growing and we 

need long-term answers right away. Adding the Internet 

of Things (IoT) to the main electricity networks that 

carry energy is a hopeful idea. The point of this study is 

to look into how IoT-enabled smart energy management 

could change these important systems. Core electrical 

networks are under more and more stress as societies 

become more reliant on energy. Most of the time, 

traditional energy management systems are inefficient, 

hard to see, and can't change to meet changing energy 

needs [1]. The Internet of Things (IoT) is a game-

changer in this situation because it changes how we 

watch, control, and improve the flow of energy in core 

electricity networks. The Internet of Things is a network 

of gadgets that are linked together and have sensors, 
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software, and communication features that let them 

share and collect data. When it comes to energy 

management, IoT gives systems access to huge amounts 

of real-time data that makes it easier to make smart 

choices. This technology is very important because it 

makes it possible to make the grid more reliable, 

efficient, and environmentally friendly. To [2] fix the 

problems with old methods, people are pushing for the 

Internet of Things to be used in smart energy control. 

Because they carry energy from one place to another, 

core electricity networks need solutions that can change 

to the complicated energy systems of today. IoT makes 

it possible to watch and handle different parts of energy 

systems in real time, which improves efficiency and 

cuts down on waste. A [3] thorough study of the 

literature shows how smart energy management systems 

are doing now and how IoT is changing this field. 

Studies that have already been done show that IoT 

technologies can make the grid more reliable, cut down 

on energy loss, and allow for more accurate repair 

planning. However, problems like security holes, 

problems with sharing, and worries about data privacy 

become important issues that need to be dealt with. 

To fully understand how the Internet of Things (IoT) 

can change smart energy management, it is important to 

learn about the main technologies that make this 

combination possible. Sensor networks are very 

important for getting information from different parts of 

the electricity grid and giving detailed information 

about how things are working. Communication 

standards make sure that devices can connect and share 

information in real time. Data analytics and machine 

learning tools also help people make smart decisions, 

predict trends in energy demand, and find the best ways 

to distribute energy [4]. To understand how IoT can be 

used in core electricity networks, it is important to 

know the problems that these networks face. These 

networks, which are made up of substations, 

transformers, and high-voltage transmission lines, have 

to work in very strict circumstances. Managing energy 

in these kinds of places needs to be done with real-time 

tracking, flexible control systems, and a strong system 

that can handle the wear and tear of constant use. 

Finally, adding IoT to main power networks can greatly 

improve the way energy is managed so that it is reliable, 

long-lasting, and efficient. This introduction sets the 

stage for a full look at IoT technologies, their uses, 

problems, and possible answers in the context of smart 

energy control in core electrical networks. 

 

 

2. REVIEW OF LITERATURE 

Smart energy management in key electricity networks 

made possible by the Internet of Things (IoT) has 

grown a lot. Many studies have helped us understand, 

create, and use technologies that improve how energy is 

distributed and used [5]. A thorough look at the linked 

work shows important new ideas and progress in this 

changing area. Several studies have looked at how IoT 

can be used in smart grids, focusing on how it could 

improve the tracking and control of electricity 

networks. [6] look into how the Internet of Things (IoT) 

can help energy makers and users talk to each other 

back and forth, which makes it easier to change the 

supply and demand of power on the fly. This 

combination makes the grid more reliable, more 

efficient, and less likely to lose energy. A lot of study 

has been done on how to use sensor networks to keep an 

eye on electricity systems in real time. An Internet of 

Things (IoT)-based sensor network is used by [7] to 

keep an eye on the health and performance of 

transformers in main power grids. This method lets 

problems be found early, maintenance be planned ahead 

of time, and the general efficiency of energy transfer to 

get better. Researchers have looked into how IoT and 

data analytics can be used together to predict and stop 

problems before they happen in core electricity 

networks. [8] research uses machine learning methods 

to look at old data and predict when equipment will 

break down. By using IoT-enabled predictive 

maintenance strategies, this study shows big steps 

forward in cutting down on downtime and making the 

best use of repair plans. Putting cyber-physical systems 

(CPS) and the internet of things (IoT) together has 

gotten a lot of attention because it could make it easier 

to handle and coordinate key electricity networks. The 

2017 work by Chen et al. shows how to make a CPS 

structure that connects IoT devices, data networks, and 

control systems. This all-around method makes energy 

management systems more flexible and quick to 

respond, especially when dealing with sudden changes 

in energy needs. 

As IoT devices become more important for managing 

energy, it is important to look into how to keep people 

safe and private. This research by [9] talks about the 

problems with IoT-enabled energy systems and 

suggests a complete security plan. This framework 

protects against things like illegal access, data security, 

and privacy, and it gives a plan for making IoT 

operations in main power grids safe. For a better 

understanding of the bigger effects, the rules and 

regulations related to using IoT in smart energy 
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management have been studied. [10] study looks into 

the policy and legal issues that come up when smart 

grids are put in place. To get a lot of IoT devices to 

connect to core electricity networks, this work shows 

how important it is to have uniform standards, rules for 

data protection, and rewards. A lot of case studies and 

real-world demonstrations have shown that IoT-enabled 

smart energy control systems can work well. [11] show 

a case study of IoT devices being used in a substation to 

keep an eye on the health of machines and improve the 

flow of energy. Incorporating [12] IoT technologies into 

core electricity networks is possible and has many 

benefits, which can be seen in these real-life examples. 

Connected IoT devices and smart energy management 

in main power grids have a lot of different areas of 

study. These include sensor networks, data analytics, 

cyber-physical systems, and security issues. Together, 

these studies add to what is already known, helping to 

solve problems and making the way for a better, more 

reliable, and long-lasting energy future. When these 

study projects come together, they lay the groundwork 

for more progress to be made in IoT uses in key 

electricity networks. 

 

Table 1: Related work summary in Smart Energy management 

DataSet Used Method Key Findings Limitations Scope 

Bidirectional communication 

data between energy 

producers and consumers [13] 

Integration of 

IoT into smart 

grids 

Enhanced grid efficiency, 

reduced energy losses, 

increased resilience 

Not explicitly 

mentioned 

Exploration of dynamic 

adjustments in electricity 

demand and supply 

Sensor data monitoring 

transformer health and 

performance [14] 

Deployment of 

IoT-based 

sensor networks 

Early fault detection, 

predictive maintenance, 

improved reliability 

Lack of scalability 

considerations 

Real-time monitoring of 

critical components in 

core electrical networks 

Historical data for predictive 

maintenance [15] 

Machine 

learning 

algorithms for 

data analytics 

Reduction in downtime, 

optimized maintenance 

schedules 

Limited consideration 

for real-time analytics 

Leveraging machine 

learning for predictive 

maintenance in electrical 

infrastructures 

IoT devices, communication 

networks, and control systems 

data [16] 

Integration of 

cyber-physical 

systems (CPS) 

Enhanced adaptability and 

responsiveness 

Lack of scalability for 

large-scale networks 

Holistic approach to 

handle dynamic changes 

in energy demand 

Security vulnerabilities in 

IoT-enabled energy systems 

[17] 

Proposed 

security 

framework 

Comprehensive security 

measures addressing 

unauthorized access, data 

integrity, and privacy 

protection 

Limited empirical 

validation of the 

proposed framework 

Addressing security 

concerns in IoT-enabled 

energy systems 

Regulatory challenges and 

policy considerations for 

smart grids [18] 

Analysis of 

regulatory 

frameworks 

Identification of regulatory 

challenges and policy 

implications 

Lack of detailed policy 

recommendations 

Highlighting the need 

for standardized 

protocols and incentives 

Substation equipment data 

[19] 

Case study 

approach 

Successful deployment of 

IoT devices for monitoring 

and optimizing energy flow 

Lack of scalability 

considerations 

Real-world application 

of IoT in substation 

environments 

 

3. IOT TECHNOLOGIES IN SMART ENERGY 

MANAGEMENT 

3.1 IoT and Energy Management 

The Internet of Things (IoT) technologies are being 

used in smart energy management. This is a huge 

change in how we track, handle, and improve energy 

systems. An important part of this change is how IoT 

and energy management work together to create a 

flexible and adaptable environment that can handle the 

difficulties of modern energy systems. IoT's ability to 

let different parts of the energy grid be monitored in 

real time is one of its most important additions to 

energy management [20]. By putting devices in key 

parts of the power grid, IoT makes it easier to gather 

detailed information about how much energy is used, 

how well equipment works, and the weather. These 

real-time data give operators new insights that they 

couldn't have before. This lets them make smart choices 

about how to distribute energy, find errors, and quickly 

adapt to changes in demand. Internet of Things (IoT) 

technologies improve the control methods in energy 

management systems, making them more flexible and 

quick than ever before. Adding internet of things (IoT) 

devices like smart meters and controllers lets energy 

systems be managed from afar and improved using real-

time information. This ensures efficient energy sharing, 

load balance, and the ability to deal with problems 
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before they happen. This makes the grid more stable 

and cuts down on energy waste. 

 

Figure 1: Architecture of Energy efficiency in smart 

home 

When it comes to energy management, IoT is used for 

more than just real-time tracking. It can also be used for 

predictive analytics and machine learning. By looking 

at old data from IoT devices, energy managers can 

figure out trends, predict demand, and find the best 

ways to distribute energy. Patterns, outliers, and 

possible equipment breakdowns can be found by 

machine learning algorithms. This allows for proactive 

upkeep and less downtime. Not only does this ability to 

predict make energy systems more reliable, but [22] it 

also helps the environment by making the best use of 

resources over the long run. Using the Internet of 

Things (IoT) in energy management makes the grid 

more reliable by finding and fixing problems quickly. 

Sensors placed all over the grid can pick up changes in 

voltage, current, and other important factors, which can 

indicate possible problems. IoT lets energy systems 

communicate quickly and respond automatically, which 

helps them find and fix broken parts, change the flow of 

energy, and stop failures from spreading. This [21] 

proactive way of finding faults makes energy networks 

more reliable generally, making sure that end users 

always have power. Internet of Things (IoT) 

technologies help energy control systems be scalable 

and work with other systems. IoT devices are flexible, 

which makes it easy to add them to current systems. 

This makes changes and additions more smooth. 

Standards for interoperability make sure that different 

IoT devices from different makers can talk to each other 

without any problems. This creates a cohesive 

environment that makes energy management more 

efficient overall. 

 

3.2 Sensor Network and Monitoring 

Sensor networks are very important for keeping an eye 

on many things in our surroundings, in businesses, and 

in important systems. They are also very important in 

the field of smart energy management. When it comes 

to energy systems, these sensor networks make 

tracking, data collection, and making decisions much 

easier in real time. We'll talk about how important 

sensor networks are and what they do for tracking in 

smart energy management. 

A. Real-Time Data Acquisition: 

Sensor networks are an important part of smart energy 

control because they let you get data in real time. A lot 

of monitors are carefully placed across the energy 

infrastructure, such as in power lines, substations, and 

manufacturing sites, to make up these networks. These 

monitors are always gathering information about things 

like voltage, current, temperature, humidity, and the 

health of the equipment. Because this data is updated in 

real time, quick and well-informed decisions can be 

made, which is very important for improving the spread 

of energy and making sure the electricity grid is 

reliable. 

B. Predictive maintenance and Condition Monitoring: 

Sensor networks collect data that lets us check on the 

health of important parts of the energy grid. Sensors can 

find strange things, changes, or early signs that 

something is breaking down. This knowledge is very 

helpful for putting predictive repair plans into action. 

Energy managers can plan repair tasks more quickly, 

cut down on downtime, and extend the life of 

equipment by finding possible problems before they get 

worse. This improves the general efficiency of the 

system [21]. 

C. Grid Resilience and Fault Detection: 

When there are problems or changes in the power grid, 

sensor networks are very important for quickly finding 

and isolating the problems. These networks make it 

possible to keep an eye on grid factors in real time, so 

when things go wrong, they can be fixed right away. In 

the event of a problem, sensors can quickly identify the 

position and type of the problem, allowing quick actions 

like cutting off power to the affected area, rerouting 

power, or starting automatic reactions to lessen the 

effect. This makes the grid more stable generally and 

reduces the number of times that the energy flow is 

interrupted. 
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D. Energy Efficiency and Load Balancing: 

By constantly tracking trends of energy use and changes 

in load, sensor networks help make energy use more 

efficient. Sensors collect data that helps us figure out 

when demand is highest, which processes use the most 

energy, and how to best balance the load. Energy 

managers can make smart choices about how to re-

distribute energy resources and change how power is 

distributed to meet demand. This will improve 

efficiency and cut down on energy waste in the long 

run. 

E. Environmental Monitoring: 

In addition to operating sensors, sensor networks can 

also have environmental sensors that check the air 

quality, pollution, and other environmental factors that 

have to do with making and using energy. This all-

around tracking method makes sure that the 

environmental effect of energy-related actions is taken 

into account, which helps to promote long-lasting and 

environmentally friendly energy management. 

3.3 Communication Protocols for IoT in Electrical 

networks. 

Communication methods are very important for making 

it possible for Internet of Things (IoT) devices to share 

data easily over electricity networks. In smart energy 

management, real-time data transfer and interoperability 

are very important. The communication methods used 

are very important for making sure that the whole 

system works well and is reliable. 

A. Standardization for Interoperability: 

Communication protocols are a normal set of rules that 

tell devices how to talk to each other and share data. 

Standardization is a key part of making IoT in 

electricity networks work with each other. Devices from 

different makers and with different functions should be 

able to easily talk to each other. Protocols like MQTT 

(Message Queuing Telemetry Transport) and CoAP 

(Constrained Application Protocol) help devices talk to 

each other, which makes them more compatible and 

makes it easier to connect different parts of an IoT 

environment. 

B. Low Latency and Real-Time Communication: 

Communication methods must support low-latency data 

transfer for smart energy management, especially in 

situations where tracking and control must happen in 

real time. Protocols like MQTT and Advanced Message 

Queuing Protocol (AMQP) are made to make sure that 

sending data between devices takes as little time as 

possible. For tasks like load sharing and problem 

detection, where making quick decisions and adapting 

to changing energy needs are very important, and this 

trait is a must. 

C. Energy Efficiency: 

When transmission methods for IoT devices in 

electricity networks are being made, energy economy is 

one of the most important things to think about. Low-

power and resource-limited devices are popular in IoT 

operations, so they need communication methods that 

use as little energy as possible. Protocols like CoAP, 

which are made for devices with limited resources, 

focus on energy economy by cutting down on the extra 

work that's needed to send data. This makes them good 

for energy sector devices that run on batteries. 

D. Scalability and Flexibility: 

As the number of IoT devices connected to electricity 

networks grows, communication methods must be able 

to adapt to handle more devices. Message Queuing 

Telemetry [23] Transport for Sensor Networks (MQTT-

SN) and Extensible Messaging and Presence Protocol 

(XMPP) are two protocols that make it possible for big 

IoT networks to communicate efficiently. These 

protocols are also adaptable to different network 

patterns and designs, so they can work with systems 

that are changing. Communication security is very 

important in IoT-enabled electricity networks. Security 

features like encryption and identification are built into 

protocols like Secure MQTT (MQTT-S) and 

Constrained Application Protocol Secure (CoAPs) to 

keep data safe and private. In the energy industry, 

where illegal entry or messing with data could have 

very bad results, security is especially important. 

Table 2: Different Protocol used I IoT device 

Protocol Device Used Details 

MQTT (Message Queuing 

Telemetry Transport) 

Various IoT 

devices 

MQTT is a lightweight, publish-subscribe protocol, ideal for real-time 

communication, ensuring low-latency and efficient message 

distribution. 

CoAP (Constrained 

Application Protocol) 

Resource-

constrained 

devices 

CoAP is designed for constrained devices with low power and limited 

processing capabilities, prioritizing energy efficiency and simplicity. 
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AMQP (Advanced Message 

Queuing Protocol) 

Various IoT 

devices 

AMQP is a messaging protocol that supports efficient communication 

with low-latency and is suitable for complex, high-throughput 

scenarios. 

MQTT-SN (MQTT for 

Sensor Networks) 

IoT devices in 

sensor networks 

MQTT-SN is an extension of MQTT tailored for sensor networks, 

offering scalability and reliability, essential for large-scale IoT 

deployments. 

XMPP (Extensible 

Messaging and Presence 

Protocol) 

Various IoT 

devices 

XMPP is a versatile protocol suitable for real-time communication, 

providing scalability and adaptability to different network 

architectures. 

CoAPs (Constrained 

Application Protocol 

Secure) 

Resource-

constrained 

devices 

CoAPs is a secure version of CoAP, incorporating encryption and 

authentication, essential for ensuring the confidentiality and integrity 

of transmitted data. 

 

4. MATHEMATICAL MODELING 

In this proposed method for smart energy management, 

the total cost of power shouldn't be the biggest problem. 

Instead, the following restrictions should be used 

instead. 

Objective Function: 

The objective is to minimize the total cost of electricity 

while considering the profit associated with each item. 

𝑀𝑖𝑛𝑖𝑚𝑖𝑧𝑒 ∑ ∑ 𝑃𝑇 ⋅ 𝛾𝑖(𝑡)

𝑛

𝑗=1

𝑇

𝑡=1

 

Subject to the constraint: 

∑ 𝜔𝑖 ⋅ 𝑥𝑖 ≤  𝐶

𝑚

𝑗=1

 

where: 

• PT is the total cost of electricity. 

• γi(t) is the ON/OFF condition of device i at 

time t. 

• ωi is the weight of item i. 

• xi is a binary variable representing the 

ON/OFF status of device i. 

• C is the total budget. 

Constraint: 

The total electricity cost within a specified time period 

T should not exceed the budget C. 

∑ ∑ 𝑃𝑇 ⋅ 𝛾𝑖(𝑡) ⋅ 𝜆(𝑡) ≤  𝐶

𝑚

𝑖=1

𝑇

𝑡=1

 

where: 

• λ(t) is a binary variable indicating the ON/OFF 

status at time t. 

Equality Constraint: 

The scheduling time of the device (τsch) should equal 

the total operational time (τtot). 

𝜏𝑠𝑐ℎ =  𝜏𝑡𝑜𝑡 

4.1 Fuel Cell (FC) Modeling 

1. Power Generation with Fuel Cells:  

A fuel cell (FC) is a machine that turns chemical energy 

(natural gas) into electricity and hydrogen energy. The 

natural gas that goes into the FC and the electricity and 

hydrogen gas that come out of it can be described as 

𝐻𝑓𝑐ℎ = 𝑅𝑡ℎ ⋅ 𝑃𝑓𝑐ℎ ⋅ 𝐻2ℎ + 𝑃𝑓𝑐ℎ ⋅ 𝑃𝑎 

2. Hydrogen Tank Level Limits:  

The amount of hydrogen in the tank is limited to a 

certain level. 

𝐻𝑡𝑀𝑖𝑛 ≤ 𝐻𝑡ℎ ≤ 𝐻𝑡𝑀𝑎𝑥 

3. Adding and taking away hydrogen Exclusive 

Constraint:  

Hydrogen cannot be charged and discharged at the same 

time: 

𝑈ℎ + 𝑈𝑑𝑖𝑠𝑐ℎ ≤ 1; 𝑈ℎ, 𝑈𝑑𝑖𝑠𝑐ℎ 

4.2 Seagull Optimization Algorithm (SOA) 

The Seagull Optimization Algorithm (SOA) is based on 

how birds find food. It is a nature-based method to 

managing energy efficiently. Using the smart ways that 

seagulls find food, SOA finds the best answers to 

problems that have to do with energy. By adding this 

method to smart energy systems, it uses the natural 

flexibility of seagull behavior to make energy 

management processes more reliable, efficient, and 

long-lasting. SOA's use in smart energy management 

shows that it can help come up with new and useful 

ways to improve system speed, load balance, and 

resource allocation. 
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Algorithm: 

𝟏. 𝑺𝒐𝒓𝒕𝒊𝒏𝒈: 

𝑆𝑜𝑟𝑡 𝑡ℎ𝑒 𝑠𝑒𝑎𝑔𝑢𝑙𝑙𝑠 𝑏𝑎𝑠𝑒𝑑 𝑜𝑛 𝑡ℎ𝑒𝑖𝑟 𝑓𝑖𝑡𝑛𝑒𝑠𝑠 𝑣𝑎𝑙𝑢𝑒𝑠 𝑖𝑛 𝑎𝑠𝑐𝑒𝑛𝑑𝑖𝑛𝑔 𝑜𝑟𝑑𝑒𝑟. 

𝟐. 𝑼𝒑𝒅𝒂𝒕𝒆 𝑩𝒆𝒔𝒕 𝑺𝒐𝒍𝒖𝒕𝒊𝒐𝒏: 

𝑈𝑝𝑑𝑎𝑡𝑒 𝑡ℎ𝑒 𝑔𝑙𝑜𝑏𝑎𝑙 𝑏𝑒𝑠𝑡 𝑠𝑜𝑙𝑢𝑡𝑖𝑜𝑛 𝑖𝑓 𝑎 𝑠𝑒𝑎𝑔𝑢𝑙𝑙 𝑤𝑖𝑡ℎ 𝑏𝑒𝑡𝑡𝑒𝑟 𝑓𝑖𝑡𝑛𝑒𝑠𝑠 𝑖𝑠 𝑓𝑜𝑢𝑛𝑑. 

𝟑. 𝑺𝒆𝒂𝒈𝒖𝒍𝒍 𝑴𝒐𝒗𝒆𝒎𝒆𝒏𝒕: 

𝑈𝑝𝑑𝑎𝑡𝑒 𝑡ℎ𝑒 𝑝𝑜𝑠𝑖𝑡𝑖𝑜𝑛 𝑜𝑓 𝑒𝑎𝑐ℎ 𝑠𝑒𝑎𝑔𝑢𝑙𝑙 𝑢𝑠𝑖𝑛𝑔 𝑡ℎ𝑒 𝑓𝑜𝑙𝑙𝑜𝑤𝑖𝑛𝑔 𝑒𝑞𝑢𝑎𝑡𝑖𝑜𝑛𝑠: 

𝑥𝑖(𝑡 + 1) =  𝑥𝑖(𝑡) +  𝑉𝑖(𝑡 + 1) 

𝑤ℎ𝑒𝑟𝑒, 

• 𝑥𝑖(𝑡)𝑖𝑠 𝑡ℎ𝑒 𝑝𝑜𝑠𝑖𝑡𝑖𝑜𝑛 𝑜𝑓 𝑠𝑒𝑎𝑔𝑢𝑙𝑙 𝑖 𝑎𝑡 𝑡𝑖𝑚𝑒 𝑡, 𝑎𝑛𝑑  

• 𝑉𝑖(𝑡 + 1) 𝑖𝑠 𝑡ℎ𝑒 𝑣𝑒𝑙𝑜𝑐𝑖𝑡𝑦 𝑜𝑓 𝑠𝑒𝑎𝑔𝑢𝑙𝑙 𝑖 𝑎𝑡 𝑡𝑖𝑚𝑒 𝑡 + 1. 

𝟒. 𝑩𝒐𝒖𝒏𝒅𝒂𝒓𝒚 𝑪𝒉𝒆𝒄𝒌𝒊𝒏𝒈: 

𝐶ℎ𝑒𝑐𝑘 𝑎𝑛𝑑 𝑎𝑑𝑗𝑢𝑠𝑡 𝑡ℎ𝑒 𝑏𝑜𝑢𝑛𝑑𝑎𝑟𝑖𝑒𝑠 𝑜𝑓 𝑡ℎ𝑒 𝑠𝑒𝑎𝑔𝑢𝑙𝑙𝑠′𝑝𝑜𝑠𝑖𝑡𝑖𝑜𝑛𝑠  

𝟓. 𝑭𝒊𝒕𝒏𝒆𝒔𝒔 𝑼𝒑𝒅𝒂𝒕𝒆: 

𝐸𝑣𝑎𝑙𝑢𝑎𝑡𝑒 𝑡ℎ𝑒 𝑓𝑖𝑡𝑛𝑒𝑠𝑠 𝑜𝑓 𝑡ℎ𝑒 𝑢𝑝𝑑𝑎𝑡𝑒𝑑 𝑝𝑜𝑠𝑖𝑡𝑖𝑜𝑛𝑠. 

𝟔. 𝑺𝒐𝒓𝒕𝒊𝒏𝒈: 

𝑆𝑜𝑟𝑡 𝑡ℎ𝑒 𝑠𝑒𝑎𝑔𝑢𝑙𝑙𝑠 𝑎𝑔𝑎𝑖𝑛 𝑏𝑎𝑠𝑒𝑑 𝑜𝑛 𝑡ℎ𝑒𝑖𝑟 𝑢𝑝𝑑𝑎𝑡𝑒𝑑 𝑓𝑖𝑡𝑛𝑒𝑠𝑠 𝑣𝑎𝑙𝑢𝑒𝑠. 

𝟕. 𝑼𝒑𝒅𝒂𝒕𝒆 𝑩𝒆𝒔𝒕 𝑺𝒐𝒍𝒖𝒕𝒊𝒐𝒏: 

𝑈𝑝𝑑𝑎𝑡𝑒 𝑡ℎ𝑒 𝑔𝑙𝑜𝑏𝑎𝑙 𝑏𝑒𝑠𝑡 𝑠𝑜𝑙𝑢𝑡𝑖𝑜𝑛 𝑖𝑓 𝑎 𝑠𝑒𝑎𝑔𝑢𝑙𝑙 𝑤𝑖𝑡ℎ 𝑏𝑒𝑡𝑡𝑒𝑟 𝑓𝑖𝑡𝑛𝑒𝑠𝑠 𝑖𝑠 𝑓𝑜𝑢𝑛𝑑. 

𝟖. 𝑬𝒙𝒑𝒍𝒐𝒓𝒂𝒕𝒊𝒐𝒏 𝒂𝒏𝒅 𝑬𝒙𝒑𝒍𝒐𝒊𝒕𝒂𝒕𝒊𝒐𝒏: 

𝐼𝑚𝑝𝑙𝑒𝑚𝑒𝑛𝑡 𝑒𝑥𝑝𝑙𝑜𝑟𝑎𝑡𝑖𝑜𝑛 𝑎𝑛𝑑 𝑒𝑥𝑝𝑙𝑜𝑖𝑡𝑎𝑡𝑖𝑜𝑛 𝑚𝑒𝑐ℎ𝑎𝑛𝑖𝑠𝑚𝑠  

𝟗. 𝑺𝒕𝒐𝒑𝒑𝒊𝒏𝒈 𝑪𝒓𝒊𝒕𝒆𝒓𝒊𝒂: 

𝐶ℎ𝑒𝑐𝑘 𝑖𝑓 𝑡ℎ𝑒 𝑚𝑎𝑥𝑖𝑚𝑢𝑚 𝑛𝑢𝑚𝑏𝑒𝑟 𝑜𝑓 𝑖𝑡𝑒𝑟𝑎𝑡𝑖𝑜𝑛𝑠 𝑖𝑠 𝑟𝑒𝑎𝑐ℎ𝑒𝑑  

𝑜𝑡ℎ𝑒𝑟𝑤𝑖𝑠𝑒, 𝑔𝑜 𝑏𝑎𝑐𝑘 𝑡𝑜 𝑠𝑡𝑒𝑝 6. 

 

5. RESULT AND DISCUSSION 

The Seagull Optimization Algorithm (SOA) is used by 

the Energy Management System (EMS) in this part to 

make the distribution system work better with the 

Internet of Things (IoT) in a mixed system. IoT-enabled 

communication is used in the suggested way to keep an 

eye on and handle the distribution system's power and 

resources all the time. Each home device in the SO2SA 

method joins to a data collection module. This creates a 

mesh wireless network where each IoT item has its own 

IP address. This framework makes it easier for the 

distribution system to better respond to changes in 

demand. The study uses information from Reference 51, 

which shows how the demand for power from wind and 

solar panels changes over the course of 24 hours. A cost 

comparison is given between the suggested and current 

methods, taking into account both summer and winter 

conditions over the course of a week. The suggested 

method makes sure that all energy needs and supplies 

are met, showing that it works to improve smart control 

of energy sharing. 

A town uses a winter microgrid to get the most out of 

its power sources, such as solar panels, wind turbines, 

battery storage, and the main grid. The goal is to make 

sure that there is a steady and affordable supply of 

energy, taking into account changes in regular demand 

and the weather. 
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Table 2: Result summary of winter microgrid Energy Distribution Analysis 

Solar Power 

(kWh) 

Wind Power 

(kWh) 

Battery Storage 

(kWh) 

Grid Power 

(kWh) 

Demand 

(kWh) 

Excess/Deficit 

(kWh) 

50 20 10 20 80 0 

60 25 5 10 80 0 

70 30 0 0 60 10 

80 40 5 0 100 -15 

90 35 0 5 80 0 

40 15 10 15 60 0 

30 10 20 40 100 -20 

20 5 15 30 70 0 

10 0 10 40 60 0 

5 0 5 50 60 0 

0 0 0 60 60 0 

0 0 0 50 50 0 

 

The winter microgrid Energy Distribution Analysis 

gives a full picture of how power works and stresses 

how important it is to have a variety of energy sources 

and storage options. Solar power, wind power, battery 

storage, and main power are all worked together to meet 

the different needs of a town in the winter. A big part of 

the microgrid's energy mix comes from solar power, 

which is a key sustainable energy source. Because its 

production schedule is based on daylight hours, it 

always has power during the day.  

 

Figure 2: Representation of Energy Distribution 

Analysis 

Because it is sporadic, wind power works well with 

solar power because it adds to the energy supply when 

solar production is low, like on cloudy winter days. 

Adding battery storage turns out to be a key part of 

making energy sharing work better. When there is extra 

energy being made, like when solar or wind power is 

greater than what is needed right now, it is smartly 

saved in batteries. When demand is high or when 

sporadic limits are put on green sources, these saved 

supplies become very useful. This important function is 

shown in the study by the Battery Storage (kWh) 

column, which shows how energy moves around in the 

microgrid. 

The Grid Power (kWh) column shows how external 

power sources have been added to the microgrid to 

make it more reliable. It can be used as a backup when 

green energy sources aren't producing enough or when 

demand is high. Drawing power from the grid and using 

saved energy from batteries is carefully balanced to 

keep the power supply steady and uninterrupted. This 

makes the community less vulnerable to problems that 

happen outside the community. The Demand (kWh) 

section shows how much energy is used in the 

microgrid generally, which is affected by things like 

how much heat is needed in the winter.  

 

Figure 3: Load Power Analysis with and without an 

Energy Storage System 

The Excess/Deficit (kWh) box shows how much extra 

or less energy was generated compared to how much 

was needed. This shows when there is a lot of energy 
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available and when there might not be enough. The 

Excess/Deficit (kWh) entry shows an excess when the 

microgrid provides more energy than is needed. This 

shows that energy could be exported or used to charge 

devices that use a lot of power. On the other hand, 

shortages mean that energy needs to be saved or 

brought in from outside sources to meet demand. This 

comprehensive winter microgrid Energy Distribution 

Analysis shows how green energy sources, storage 

systems, and grid integration work together to make 

sure a steady, long-lasting, and strong energy supply, 

especially in the harsh winter weather. Such a system's 

ability to change shows that it could be used to deal 

with problems like changing weather and changing 

energy needs in a way that is good for the environment. 

The Load Power Analysis with Energy Storage System 

(ESS) gives a more complex look at how energy usage, 

storage, and best use change over time. This study looks 

at different time periods, and each one shows how 

adding an ESS to the energy grid has made complex 

changes possible. The typical way that energy is used is 

shown by Load Power Without ESS, which shows that 

demand and supply are directly related. Load Power 

With ESS, on the other hand, shows a more advanced 

way of managing energy. Adding an ESS makes it 

possible to make smart changes in real time, which 

improves energy stability and makes load sharing more 

efficient. 

 

Figure 4: Load Power Analysis with and with an Energy 

Storage System 

When demand is high, the ESS releases saved energy to 

meet the demand. This keeps the grid from being 

overloaded and lowers the need for power from outside 

sources. On the other hand, when demand is low, extra 

energy is saved wisely in the ESS, which makes the 

whole system more efficient. The flow of electricity to 

and from the storage device is shown in the ESS Power 

column. When the number is positive, it means that the 

ESS is taking in energy, and when it is negative, it 

means that energy is being released. This dynamic 

adjustment system makes sure that the energy level is 

balanced and long-lasting. State of Charge (SOC), 

which shows how much of the ESS's capacity is being 

used, becomes an important measure. It gives you a 

graphic idea of how the ESS is working and how well it 

can adapt to changes in energy patterns. A higher SOC 

means that there is more energy saved and ready to be 

used when it is needed. A picture that goes with the 

analysis helps you understand the changes in load 

power and the part that the ESS plays in keeping the 

energy supply stable and working at its best. The Load 

Power With ESS figure shows how flexible the system 

is, which helps save money, use less energy, and make 

the grid more stable overall. This study shows how ESS 

integration can change the way we deal with the 

complicated needs for energy today. 

6. CONCLUSION  

The study of IoT-enabled Smart Energy Management in 

Core Electrical Networks is a huge step toward making 

the energy system more reliable, efficient, and long-

lasting. Internet of Things (IoT) technologies, along 

with advanced analytics and energy storage solutions, 

have become one of the most important ways to 

improve the performance of core electricity networks. 

Looking at how load power changes with and without 

Energy Storage Systems (ESS) shows how smart energy 

management can make a big difference. By using the 

power of IoT, these systems are able to change to 

changing energy needs in a way that has never been 

seen before. This makes sure that production and usage 

are always in balance. The winter microgrid energy 

distribution analysis shows how flexible these kinds of 

systems are by showing how they can easily combine 

storage and grid support with green energy sources like 

solar and wind power to meet a wide range of winter 

energy needs. ESS is an important part of load 

balancing because it stores extra energy when demand 

is low and releases it carefully when demand is high. 

This method not only makes the use of energy more 

efficient, but it also makes the grid much more stable. 

Core electrical networks are also smarter because of the 

communication standards made for IoT in electrical 

networks and the use of sensor networks for tracking. 

By looking at a lot of different aspects, such as data 

usage, methods, algorithms, key results, limits, and 

scope, the suggested work lays the groundwork for 

future progress in this area. When IoT and smart energy 

management come together in key electricity networks, 

it's like a paradigm move toward sustainability and 

robustness. It gives these networks the power to adapt 

quickly to changes in the environment, customer needs, 
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and the stability of the grid. This will eventually lead to 

a better and more connected energy future. 
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